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Research Interest
My specialisation is in cryptography, a key enabling technology for cybersecurity. In cryptography, my primary focus is on secure multi‑
party computation (MPC), the standard bearer and holy‑grail problem, that permits a collection of data‑owners to compute a collabo‑
rative result, without any of them gaining any knowledge about the data provided by the other, except what is derivable from the final
result of the computation. MPC finds application in any scenario that involve computations on sensitive data from two or more entities.
Till date, it has shown demonstrable success in several real‑life scenarios, with significant payoff to society. For instance, it has been
used– (a) to securely analyze the sensitive salary data of more than 10 millions of employees in the Greater Boston Area in order to cal‑
culate pay disparity across gender and race; (b) to train a model on private medical data held by several sources to offer best treatment
for diseases like HIV, skin cancer, retinopathy; (c) to compute the probability of two satellites colliding in the space for satellites owned
by competing countries; (d) to implement secure auction to find a fair price for sugar‑beet in Denmark; (e) to implement online sexual
assault reporting platform (allegation escrow) that will detect repeat perpetrators and create pathways to support for victims. Other
compelling uses of MPC include disease surveillance, electricity trading markets, scientific discovery, smart‑cities, genomics, homeland
and cyber security, global advanced persistent threat identification in corporate network data, tax fraud detection and the numerous
applications in medicine, finance sector, self‑driven automobiles that fall under secure machine learning and prediction.

My secondary interest lies in the area of fault‑tolerant distributed computing that includes classic problems such asByzantine Agreement
aka BA (and its close relative broadcast). BA that allows a set of distrusting parties to jointly reach agreement on their private inputs even
in the face of a coalition of cheating parties. BA has been used to build robust systems since long. Its solutions have been lending their
power in systems ranging from flight control, to databases, to peer‑to‑peer; Microsoft uses BA in Farsite; many structured peer‑to‑peer
systems use BA. Both broadcast and BA also serve as important building block of MPC. Lastly and importantly, BA has reappeared in a
new avatar in the form of Block‑chain technology.

The core focus of my research can thus be broadly classified into two areas as follows: (a) Theory and Practice of MPC; (b) Fault‑tolerant
Distributed Computing. The main goal and the publications under each category is given below.

Theory and Practice of MPC: The foundational questions for MPC and its building blocks such as circuit garbling, oblivious transfer
(OT), commitment schemes, zero‑knowledge protocols, verifiable secret sharing (VSS), public key encryptions (PKE), are concernedwith
the feasibility of realizing these tasks, finding inherent lowerboundson the resourcesneeded for solving these tasks and finding resource‑
efficient constructions. The resource required by a cryptographic protocol is determined by its computation, round and communication
complexity. My selected works in the theory regime have appeared in STOC 2023, CRYPTO [2022(2), 2021, 2018, 2017, 2009], FOCS
2020, EUROCRYPT [2024, 2023], TCC [2024, 2022(4), 2020], ASIACRYPT [2022, 2020, 2019, 2013, 2012, 2011], PODC 2012, DISC 2013, IEEE
Transactions on Information Theory [2018, 2017], Journal of Cryptology [2021, 2017, 2015], ACM Computing Survey 2022.

Building practically‑efficient constructs for MPC, their proof‑of‑concept implementations, performance analysis on specific tasks (such
as training aMLmodel for breast cancer/retinopathy/skin cancer securely, performing secure prediction, e‑voting) is the primary concern
here. My selectedworks in the practical regime have appeared in IEEE S&P 2024, Journal of Cryptology 2023, ACMCCS [2024, 2022, 2019,
2018], USENIX Security 2021 (2 papers), WWW 2023, NDSS [2022, 2020, 2017], PoPETS [2025, 2024, 2023, 2022, 2020].

Fault‑tolerant Distributed Computing: Apart from BA and broadcast, I also work on the problem of reliable message transfer (RMT)
over untrusted network in this domain. My focus involves foundational feasibility, efficiency and optimality questions, in terms of re‑
sources such as round (running time), communication and computation, as in the MPC domain. My selected works in this regime have
appeared in Journal of ACM [2020, 2012], Distributed Computing [2020, 2014], PODC [2025, 2018, 2016, 2010, 2009, 2008], DISC 2017,
Journal of Parallel and Distributed Computing 2011, OPODIS 2011.

Scientific Publications
BOOKS
1. Ashish Choudhury andArpita Patra. SecureMulti‑party Computation Against Passive Adversaries. In book series “Synthesis Lectures

on Distributed Computing Theory”, Springer.
2. Ashish Choudhury and Arpita Patra. Fault Tolerant Distributed Consensus in Synchronous Networks. Springer.

THESiS
1. Arpita Patra. Studies on Verifiable Secret Sharing, Byzantine Agreement and Multiparty Computation. PhD Thesis, 2010. Under

supervision of Prof. C. Pandu Rangan.
2. Arpita Patra. Efficient Methods for Face Recognition and Multimodal Biometry. Master Thesis, 2006. Under supervision of Prof.

Sukhendu Das.

EDiTED VOLUMES
1. ArpitaPatra. Proceedingsof theTopics inCryptology–CT‑RSA2025Cryptographers’ Trackat theRSAConference2025, SanFrancisco,

CA, USA, April 28–May 1, 2025 LNCS 15598, Springer 2025.
2. Alastair R. Beresford, Arpita Patra and Emanuele Bellini. Proceedings of the 21st International Conference on Cryptology and Net‑

work Security, CANS 2022, Dubai, United Arab Emirates, November 13–16, 2022. LNCS 13641, Springer 2022.
3. Keren Censor‑Hillel and Arpita Patra. Proceedings of the 21st International Conference on Distributed Computing and Networking,

ICDCN 2020, Kolkata, India, January 4th‑7th, 2020. ACM 2020.
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4. Arpita Patra and Nigel P. Smart. Progress in Cryptology ‑ INDOCRYPT 2017 ‑ 18th International Conference on Cryptology in India,
Chennai, India, December 10‑13, 2017, Proceedings. Lecture Notes in Computer Science 10698, Springer 2017. DOI: 10.1007/978‑3‑
319‑71667‑1

JOURNALS
1. Nishat Koti, Shravani Patil, Arpita Patra, Ajith Suresh. MPClan: Protocol Suite for Privacy‑Conscious Computations. Journal of Cryp‑

tology (JoC), 2023. Part of Topical Collection on Computing on Encrypted Data.
2. Pranav Jangir, Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal and Somya Sangal. Vogue: Faster Computation of

Private Heavy Hitters. IEEE Transactions on Dependable and Secure Computing 2023
3. Arpita Patra, Divya Ravi. Beyond Honest Majority: The Round Complexity of Fair and Robust Multi‑party Computation. Journal of

Cryptology, 2023.
4. Ashish Choudhury, Arpita Patra. On the Communication Efficiency of Statistically‑Secure AsynchronousMPC. Journal of Cryptology,

2023.

5. Anirudh C, Ashish Choudhury, Arpita Patra. A survey on Perfectly‑Secure Verifiable Secret‑Sharing. ACM Computing Survey, vol. 54,
no. 11s, pp. 232:1–232:36, 2022.

6. Arpita Patra and Divya Ravi. On the Exact Round Complexity of Three‑party Computation. Journal of Cryptology, vol. 34, no. 4,
pages 40, 2021.

7. ChayaGaneshandArpitaPatra. Broadcast ExtensionswithOptimal CommunicationandRoundComplexity. DistributedComputing,
vol. 34, no. 1, pp. 59–77, 2021.

8. Laasya Bangalore, Ashish Choudhury, Arpita Patra. The Power of Shunning: Efficient Asynchronous Byzantine Agreement Revisited.
Journal of ACM, vol. 67, no. 3, pp. 14:1–14:59, 2020.

9. Arpita Patra, Divya Ravi. On the power of Hybrid Networks in Secure Multi‑party Computation. IEEE Transactions on Information
Theory, vol. 64, no. 6, pp. 4207‑4227, 2018.

10. Carmit Hazay, Arpita Patra. Efficient One‑Sided Adaptively Secure Computation. Journal of Cryptology, vol. 30, no. 1, pp. 321–371,
2017.

11. Ashish Choudhury, Arpita Patra. An Efficient Framework for Unconditionally Secure Multiparty Computation. IEEE Transactions on
Information Theory, vol. 63, no. 1, pp. 428–468, 2017.

12. Arpita Patra, Ashish Choudhury andC. Pandu Rangan. Efficient Asynchronous Verifiable Secret Sharing andMultiparty Computation.
Journal of Cryptology, vol. 28, no. 1, pp. 49–109, 2015.

13. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. Efficient Asynchronous Byzantine Agreement with Optimal Resilience. Dis‑
tributed Computing Journal, vol. 27, no. 2, pp. 111‑ 146, 2014.

14. Ashwinkumar B. V, Arpita Patra, Ashish Choudhury, Kannan Srinathan and C. Pandu Rangan. On the Tradeoff Between Network
Connectivity, Round Complexity and Communication Complexity of Reliable Message Transmission. Journal of ACM, vol. 59, no. 5,
pp. 22, 2012.

15. Ashish Choudhury, Arpita Patra, Ashwinkumar B. V, Kannan Srinathan and C. Pandu Rangan. Secure Message Transmission in Asyn‑
chronous Networks. Journal of Parallel and Distributed Computing, vol. 71, no. 8, pp. 1067‑1074, 2011.

16. Arpita Patra, Ashish Choudhury, C. Pandu Rangan and K. Srinathan. Unconditionally Reliable and Secure Message Transmission in
Undirected Synchronous Networks: Possibility, Feasibility and Optimality. International Journal of Applied Cryptography (IJACT), vol
2, Issue 2, pp. 159‑197, 2010.

17. Arpita Patra, Ashish Choudhury, C. Pandu Rangan and K. Srinathan. Perfectly Reliable and Secure Message Transmission Tolerating
Mobile Adversary. International Journal of Applied Cryptography (IJACT), vol. 1, Issue 3, pp. 200‑224, 2009.

18. Arpita Patra and Sukhendu Das. Enhancing Decision Combination of Face and Fingerprint by Exploitation of Individual Classifier
Space: An approach to Multimodal Biometry. Pattern Recognition (PR), vol. 41, Issue 7, pp. 2298‑2308, 2008.

19. Lalit Gupta, Vinod Pathangay, Arpita Patra, A. Dyana and Sukhendu Das. Indoor versus Outdoor Scene Classification using Proba‑
bilistic Neural Network. EURASIP Journal on Advances in Signal Processing, vol. 2007 (2007), Article ID94298, 10 pages.

CONFERENCES
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1. Shravani Patil, Arpita Patra. Perfectly‑secure Network Agnostic MPC with Optimal Resiliency. PODC 2025
2. Pranav Jangir, Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal. Match Quest: Fast and Secure Pattern Matching.

PoPETS 2025
3. Soumyadyuti Ghosh, Boyapally Harishma, Ajith Suresh, Arpita Patra, Soumyajit Dey, DebdeepMukhopadhyay. PayWhat You Spend!

Privacy‑Aware Real‑Time Pricing with High Precision IEEE‑754 Floating Point Division. AsiaCCS 2025

4. Ittai Abraham, Gilad Asharov, Arpita Patra, Gilad Stern. Perfect Asynchronous Agreement on a Core Set in Constant Expected Time.
TCC 2024

5. Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal. Graphiti: Secure Graph Computation Made More Scalable. ACM
CCS 2024

6. Ittai Abraham, Gilad Asharov, Shravani Patil, Arpita Patra. Perfect Asynchronous MPC with Linear Overhead. EUROCRYPT 2024
7. Banashri Karmakar, Nishat Koti, Arpita Patra, Sikhar Patranabis, Protik Paul, Divya Ravi. Asterisk: Super‑fast MPC with a Friend. IEEE

S&P 2024.
8. Gokulnath Pillai, Eikansh Gupta, Ajith Suresh, Vinod Ganapathy, Arpita Patra. Privadome: A Framework for Citizen Privacy in the

Delivery Drone Era. PoPETS 2024

9. Benny Applebaum, Eliran Kachlon, Arpita Patra. The Round Complexity of Statistical MPC with Optimal Resiliency. STOC 2023
10. Ittai Abraham, Gilad Asharov, Shravani Patil, Arpita Patra. Detect, Pack and Batch: Perfectly‑Secure MPCwith Linear Communication

and Constant Expected Time. EUROCRYPT 2023.
11. NishatKoti, VarshaBhatKukkala,ArpitaPatra, BhavishRajGopal. Shield: SecureAllegationEscrowSystemwithStrongerGuarantees.

WWW 2023.
12. Pranav Shriram A, Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal, Somya Sangal. Ruffle: Rapid 3‑Party Shuffle

Protocols. PoPETs 2023.
13. Pranav Shriram A, Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal. Find Thy Neighbourhood: Privacy‑Preserving

Local Clustering. PoPETs 2023.

14. Benny Applebaum, Eliran Kachlon, Arpita Patra. Verifiable Relation Sharing andMulti‑Verifier Zero‑Knowledge in Two Rounds: Trad‑
ing NIZKs with Honest Majority. CRYPTO 2022.

15. Benny Applebaum, Yuval Ishai, Or Karni, Arpita Patra. Quadratic Multiparty Randomized Encodings Beyond Honest Majority and
Their Applications. CRYPTO 2022.

16. Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Rajgopal. PentaGOD: Stepping beyond traditional GODwith five parties. ACM
CCS 2022.

17. Nishat Koti, Shravani Patil, Arpita Patra and Ajith Suresh. MPClan: Protocol Suite for Privacy‑Conscious Computations. ACM CCS,
2022. [Short paper]

18. Pranav Jangir, Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal and Somya Sangal. Vogue: Faster Computation of
Private Heavy Hitters. ACM CCS, 2022. [Short paper]

19. Nishat Koti, Arpita Patra, Rahul Rachuri, Ajith Suresh. Tetrad: Actively Secure 4PC for Secure Training and Inference. NDSS 2022.
20. Benny Applebaum, Eliran Kachlon,ArpitaPatra. Round‑optimal Honest‑majorityMPC inMinicrypt andwith Everlasting Security. TCC

2022
21. Ittai Abraham, Gilad Asharov, Shravani Patil, Arpita Patra. Asymptotically Free Broadcast in Constant Expected Time via Packed VSS.

TCC 2022
22. Yuval Ishai, Arpita Patra, Sikhar Patranabis, Divya Ravi, Akshayaram Srinivasan. Fully‑Secure MPC with Minimal Trust. TCC 2022
23. Bar Alon, Olga Nissenbaum, Eran Omri, Anat Paskin‑Cherniavsky, Arpita Patra. On Perfectly Secure Two‑Party Computation for Sym‑

metric Functionalities with Correlated Randomness. TCC 2022
24. Aditya Hegde, Nishat Koti, Varsha Bhat Kukkala, Shravani Patil, Arpita Patra and Protik Paul. Attaining GOD Beyond Honest Majority

With Friends and Foes. ASIACRYPT 2022
25. Pankaj Dayama, Arpita Patra, Protik Paul, Nitin Singh, Dhinakaran Vinayagamurthy. How to prove any NP statement jointly? Efficient

Distributed‑prover Zero‑Knowledge Protocols. PoPETs 2022.

26. Arpita Patra and Akshayaram Srinivasan. Three‑Round Secure Multiparty Computation from Black‑Box Two‑Round Oblivious Trans‑
fer. 41th Annual International Cryptology Conference (CRYPTO), LNCS 12826, pp. 185‑213, 2021.

27. Nishat Koti, Mahak Pancholi, Arpita Patra, Ajith Suresh. SWIFT: Super‑fast and Robust Privacy Preserving Machine Learning. 30th
USENIX Security Symposium (USENIX‑Security), pp. 2651‑2668, 2021. Brief Announcement in NeurIPS PRIML and PPML Workshop
2020.

28. Arpita Patra, Thomas Schneider, Ajith Suresh, Hossein Yalame. ABY2.0: Improved Mixed‑Protocol Secure Two‑Party Computation.
30th USENIX Security Symposium (USENIX‑Security), pp. 2165‑2182, 2021.

29. ArpitaPatra, ThomasSchneider, Ajith SureshandHossein Yalame. SynCirc: Efficient Synthesis ofDepth‑OptimizedCircuits for Secure
Computation. IEEE International Symposium on Hardware Oriented Security and Trust (HOST) 2021.

30. Nishat Koti, Arpita Patra, Ajith Suresh. MPCLeague: Robust and Efficient Mixed‑protocol Framework for 4‑party Computation. Poster
session of 42nd IEEE Symposium on Security and Privacy (IEEE S&P 2021) and ICLR Workshop on Distributed and Private Machine
Learning 2021.

31. Benny Applebaum, Eliran Kachlon and Arpita Patra. The Round Complexity of Perfect MPC with Active Security and Optimal Re‑
siliency. 61th Annual IEEE Symposium on Foundations of Computer Science (FOCS), IEEE, pp. 1277‑1284, 2020.

32. Benny Applebaum, Eliran Kachlon and Arpita Patra. The Resiliency of MPC with Low Interaction: The Benefit of Making Errors. The
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18th Theory of Cryptography Conference (TCC), LNCS 12551, pp. 562–594 2020.
33. Arpita Patra, Divya Ravi and Swati Singla. On the Exact Round Complexity of Best‑of‑both‑Worlds Multi‑party Computation. 26th

Conference on the Theory and Application of Cryptology and Information Security (ASIACRYPT), LNCS 12493, pp. 60–91 2020.
34. Arpita Patra and Ajith Suresh. BLAZE: Blazing fast Privacy‑Preserving Machine Learning. 27th Network and Distributed System Se‑

curity Symposium (NDSS), The Internet Society, 2020.
35. Megha Byali, Harsh Chaudhari, Arpita Patra, Ajith Suresh. FLASH : Fast and Robust Framework for Privacy‑preserving Machine Learn‑

ing. 20th Privacy Enhancing Technologies Symposium (PETS/PoPETS), volume 2020, no 2, pp. 459–480, 2020.

36. Arpita Patra and Divya Ravi. Beyond Honest Majority: The round complexity of Fair and Robust Multi‑party Computation. 25th
Conference on the Theory and Application of Cryptology and Information Security (ASIACRYPT), LNCS 11921, pp. 456–487, 2019.

37. Harsh Chaudhari, Ashish Choudhury, Arpita Patra and Ajith Suresh. ASTRA: High Throughput 3PC over Rings with Application to
Secure Prediction. The ACM Cloud Computing Security Workshop (ACM CCSW), ACM Press, pp. 81–92, 2019 (full version) and Privacy
Preserving Machine Learning (PPML) 2019.

38. Megha Byali, Carmit Hazay, Arpita Patra and Swati Singla. Fast Actively Secure Five‑Party Computation with Security Beyond Abort.
26th ACM Conference on Computer and Communications Security (CCS 2019), ACM Press, pp. 1573–1590, 2019.

39. Arpita Patra and Divya Ravi. On the Exact Round Complexity of Three‑party Computation. 38th Annual International Cryptology
Conference (CRYPTO 2018), LNCS 10992, pp. 425–458, 2018.

40. Laasya Bangalore, Ashish Choudhury, Arpita Patra. Almost‑Surely Terminating Asynchronous Byzantine Agreement Revisited. 37th
Annual ACM Symposium on Principles of Distributed Computing (PODC 2018), ACM Press, pp. 295–304, 2018.

41. Megha Byali, Arun Joseph, Arpita Patra and Divya Ravi. Fast Secure Computation for Small Population over the Internet. 25th ACM
Conference on Computer and Communications Security (CCS 2018), ACM Press, pp. 677–694, 2018.

42. Chaya Ganesh, Yashvanth Kondi, Arpita Patra, Pratik Sarkar. Efficient Adaptively Secure Zero‑Knowledge from Garbled Circuits. 21st
International Conference on Practice and Theory of Public‑Key Cryptography (PKC 2018), LNCS 10770, pp. 499‑529, 2018.

43. Ashish Choudhury, Gayathri Garimella, Arpita Patra, Divya Ravi and Pratik Sarkar. Brief Announcement: Crash‑tolerant Consensus in
Directed Graph Revisited. Full version in 25th International Colloquium on Structural Information and Communication Complexity
(SIROCCO), 2018; brief announcement in 31st International Symposium on Distributed Computing (DISC 2017), LIPIcs 91, pp. 46:1–
46:4, 2017.

44. Yashvanth Kondi and Arpita Patra. Privacy‑Free Garbled Circuits for Formulas: Size Zero and Information‑Theoretic. 37th Annual
International Cryptology Conference (CRYPTO 2017), LNCS 10401, pp. 188–222, 2017.

45. Arpita Patra, Pratik Sarkar and Ajith S. Fast Actively Secure OT Extension for Short Secrets. 24th Annual Network and Distributed
System Security Symposium (NDSS 2017), Internet Society, 2017.

46. Ashish Choudhury and Arpita Patra and Divya Ravi. Round and Communication Efficient Unconditionally‑Secure MPC with t < n /
3 in Partially Synchronous Network. 10th International Conference on Information Theoretic Security (ICITS 2017), LNCS 10681, pp.
83–109,2017.

47. Chaya Ganesh and Arpita Patra. Broadcast Extensions with Optimal Communication and Round Complexity. 35th Annual ACM
Symposium on Principles of Distributed Computing (PODC 2016), pp. 371–380, ACM Press, 2016

48. Ashish Choudhury, Emmanuela Orsini, Arpita Patra, Nigel Smart. Linear Overhead Robust MPC with Honest Majority Using Prepro‑
cessing. 11th Conference on Security and Cryptography in Networks (SCN 2016), LNCS 9841, pp 147–168, Springer, 2016

49. Carmit Hazay and Arpita Patra and Bogdan Warinschi. Selective Opening Security Revisited. 21st Conference on the Theory and
Application of Cryptology and Information Security (ASIACRYPT 2015), LNCS 9452, pp. 443–469, 2015.

50. Carmit Hazay, Yehuda Lindell and Arpita Patra. Adaptively Secure Computation with Partial Erasures. 34th Annual ACM Symposium
on Principles of Distributed Computing (PODC 2015), pp. 291–300, ACM Press, 2015

51. Ashish Choudhury and Arpita Patra. Optimally Resilient Asynchronous MPC with Linear Communication Complexity. 16th Interna‑
tional Conference on Distributed Computing and Networking (ICDCN 2015), ACM, 2015.

52. Carmit Hazay and Arpita Patra. One‑Sided Adaptively Secure Two‑Party Computation. 11th Theory of Cryptography Conference
(TCC 2014), LNCS 8349, pp. 368‑393, 2014

53. Joel Alwen, Martin Hirt, Ueli Maurer, Arpita Patra and Pavel Raykov. Key‑Indistinguishable Message Authentication Codes. 9th Con‑
ference on Security and Cryptography in Networks (SCN 2014), LNCS 8642, pp 476–493, Springer, 2014

54. Ashish Choudhury, Arpita Patra and Nigel P. Smart. Reducing the Overhead of MPC over a Large Population. 9th Conference on
Security and Cryptography in Networks (SCN 2014), LNCS 8642, pp 197–217, Springer, 2014

55. Ashish Choudhury, Jake Loftus, Emmanuela Orsini Arpita Patra and Nigel P. Smart. Between a Rock and a Hard Place: Interpolating
Between MPC and FHE. 19th Conference on the Theory and Application of Cryptology and Information Security (ASIACRYPT 2013),
LNCS 8270, pp. 221‑240, 2013

56. AshishChoudhury andMartinHirt andArpitaPatra. Unconditionally SecureAsynchronousMultiparty Computationwith Linear Com‑
munication Complexity. 27th International Symposium on Distributed Computing (DISC 2013), LNCS 8205, pp. 406–421, 2013.
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57. Ashish Choudhury and Arpita Patra. Brief Announcement: Efficient Optimally Resilient Statistical AVSS and Its Applications. 31st
Annual ACM Symposium on Principles of Distributed Computing (PODC 2012), pp. 103‑104, ACM Press, 2012.

58. Michael Backes, Aniket Kate and Arpita Patra. Computational Verifiable Secret Sharing Revisited. 17th Conference on the Theory
and Application of Cryptology and Information Security (ASIACRYPT 2011), LNCS 7073, pp. 590‑609, 2011

59. Arpita Patra. Error‑free Multi‑valued Broadcast and Byzantine Agreement with Optimal Communication Complexity. 15th Interna‑
tional Conference on Principles of Distributed Systems (OPODIS 2011), LNCS 7109, pp. 34‑49, 2011.

60. Ashish Choudhury, Kaoru Kurosawa, Arpita Patra. Simple and Efficient Single Round Almost Perfectly Secure Message Transmission
Tolerating Generalized Adversary. 9th International Conference on Applied Cryptography and Network Security (ACNS 2011), LNCS
6715, pp. 292‑308, 2011.

61. Ashish Choudhury, Kaoru Kurosawa, Arpita Patra. The Round Complexity of General VSS. 5th International Conference on Informa‑
tion Theoretic Security (ICITS 2011), LNCS 6673, pp. 143–162, 2011.

62. Arpita Patra and C. Pandu Rangan. Communication Optimal Multi‑Valued Asynchronous Byzantine Agreement with Optimal Re‑
silience. 5th International Conference on Information Theoretic Security (ICITS 2011), LNCS 6673, pp. 206–226, 2011.

63. Ranjit Kumaresan, Arpita Patra and C. Pandu Rangan. The Round Complexity of Verifiable Secret Sharing: The Statistical Case. 16th
International Conference on the Theory and Application of Cryptology and Information Security (ASIACRYPT 2010), LNCS 6477, pp.
431‑447, 2010.

64. ArpitaPatraandC.PanduRangan. Brief Announcement: CommunicationEfficient AsynchronousByzantineAgreement. 29th Annual
ACM Symposium on Principles of Distributed Computing (PODC 2010), pp 243‑244, ACM Press, 2010.

65. ArpitaPatra, AshishChoudhury andC. PanduRangan. OnTheCommunicationComplexity of Perfectly SecureMessageTransmission
in DirectedNetworks. 11th International Conference onDistributed Computing andNetworking (ICDCN 2010), LNCS 5935, pp. 42–53,
2010.

66. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. Communication Efficient Perfectly Secure VSS and MPC in Asynchronous
Networks with Optimal Resilience. 3rd International Conference on Cryptology in Africa (AFRICACRYPT 2010), LNCS 6055, pp. 184–
202, 2010.

67. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. Simple and Efficient Asynchronous Byzantine Agreement with Optimal Re‑
silience. 28th Annual ACM SIGACT‑SIGOPS Symposium on Principles of Distributed Computing (PODC 2009), pp. 92–101, ACM Press,
2009

68. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. The Round Complexity of Verifiable Secret Sharing Revisited. 29th Annual
International Cryptology Conference (CRYPTO 2009), LNCS 5677, pp. 487–504, 2009.

69. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. Information Theoretically Secure Multi Party Set Intersection Re‑Visited. 16th
Annual International Workshop on Selected Areas in Cryptography (SAC 2009), LNCS 5867, pp. 71–91, 2009.

70. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. Perfectly Secure Message Transmission in Directed Networks Revisited. 28th
Annual ACM SIGACT‑SIGOPS Symposium on Principles of Distributed Computing (PODC 2009), pp. 278–279, ACM Press, 2009.

71. Ashwinkumar B.V, Arpita Patra, Ashish Choudhury, Kannan Srinathan and C. Pandu Rangan. On Minimal Connectivity Requirement
for SecureMessage Transmission in AsynchronousNetworks. 10th International on ConferenceDistributed Computing andNetwork‑
ing (ICDCN 2009), LNCS 5408, pp. 148–162, 2009.

72. Arpita Patra, Ashish Choudhury, and C. Pandu Rangan. Efficient Statistical Asynchronous Verifiable Secret Sharing with Optimal
Resilience. 4th International Conference on Information Theoretic Security (ICITS 2009), LNCS 5973, pp. 74‑92, 2009.

73. Kannan Srinathan, Ashish Choudhury, Arpita Patra and C. Pandu Rangan. (Im)Possibility of Unconditionally Secure Message Trans‑
mission in Arbitrary Directed Synchronous Networks Tolerating Generalized Adversary. ACM Symposium on Information, Computer
and Communications Security (ASIACCS 2009), pages 171–182, ACM Press, 2009.

74. Ashwinkumar B.V, Arpita Patra, Ashish Choudhury, Kannan Srinathan and C. Pandu Rangan. On Tradeoff Between Network Connec‑
tivity, Phase Complexity and Communication Complexity of Reliable Communication Tolerating Mixed Adversary. 27th Annual ACM
SIGACT‑SIGOPS Symposium on Principles of Distributed Computing (PODC 2008), pp. 115–124, ACM Press, 2008.

75. Arpita Patra, Ashish Choudhury, Kannan Srinathan and C. Pandu Rangan. Brief Announcement: Efficient Single Phase Uncondition‑
ally Secure Message Transmission with Optimum Communication Complexity. PODC 2008, pp. 457, ACM Press, 2008.

76. Arpita Patra, Ashish Choudhury, Madhu Gayatri and C. Pandu Rangan. Efficient Perfectly Reliable and Secure Communication Tol‑
erating Mobile Adversary. 13th Australasian Conference on Information Security and Privacy (ACISP 2008), LNCS 5107, pp. 170–186,
2008.

77. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. Unconditionally Reliable and Secure Message Transmission in Directed Net‑
works Revisited. 6th International Conference Security and Cryptography for Networks (SCN 2008), LNCS 5229, pp. 309–326, 2008.

78. Ashish Choudhury, Arpita Patra, AshwinKumar B.V, Kannan Srinathan and C. Pandu Rangan. Perfectly Reliable and Secure Commu‑
nication Tolerating Static and Mobile Mixed Adversary. 3rd International Conference on Information Theoretic Security (ICITS 2008),
LNCS 5155, pp. 137–155, 2008.

79. Arpita Patra, Ashish Choudhury and C. Pandu Rangan. Constant Phase Efficient Protocols for Perfectly SecureMessage Transmission
inDirectedNetworks. 26th Annual ACMSIGACT‑SIGOPSSymposiumonPrinciples ofDistributedComputing (PODC2007), pp. 322‑323,
ACM Press, 2007.

80. Arpita Patra, Ashish Choudhury, Kannan Srinathan and C. Pandu Rangan. Perfectly Secure Message Transmission in Directed Net‑
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works Tolerating Mixed Adversary. 21st International Symposium on Distributed Computing (DISC 2007), LNCS 4731, pp. 496–498,
2007.

PREPRiNTS & MANUSCRiPTS (J: JOURNAL, C: CONFERENCE, M: MANUSCRiPT)
1. (C) Ivan Damgaard, Shravani Patil, Arpita Patra, Lawrence Roy. New Upper and Lower Bounds for Perfectly Secure MPC. Under sub‑

mission
2. (C) Banashri Karmakar, Aniket Kate, Shravani Patil, Arpita Patra, Sikhar Patranabis, Protik Paul, Divya Ravi. Fast Asynchronous MPC

with a Friend. Under submission
3. (C) Siddharth Kapoor, Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal. emGraph: Efficient Multiparty Secure Graph

Computation. Under submission
4. (C) Siddharth Kapoor, ShyamMurthy, SriramMurthy, Arpita Patra, Raghavan Ramesh and Bhavish Raj Gopal. SMILIES: Secure eMaIL

InfrastructurE and Services. Under submission
5. (J)Arpita Patra, JoachimSchmidt, Thomas Schneider, Ajith Suresh, Hossein Yalame. SynCirc: Efficient Synthesis of Depth‑Optimized

Circuits from High‑Level Languages. Under submission
6. (C) Yongqin Wang, Pratik Sarkar, Nishat Koti, Arpita Patra, Murali Annavaram. CompactTag: Reducing Actively‑Secure MPC Tag Over‑

heads for Linear Layers in Deep Neural Networks. Under submission
7. (C) Nishat Koti, Varsha Bhat Kukkala, Arpita Patra, Bhavish Raj Gopal. Entrada to Secure Graph Convolutional Networks for Defying

Fraud. Under submission
8. (C) Banashri Karmakar, Shyam Murthy, Arpita Patra, Protik Paul . QuickPool: Privacy‑Preserving Ride‑Sharing Service. Under sub‑

mission

Projects & Grants
Secure Compute for smart‑grids and ride‑sharing Government of Karnataka
ARPiTA PATRA 2024– 2029
• This is part of Centre of Excellence for Cybersecurity, Phase 3 approved by Govt. of Karnataka. Other PIs: Vinod Ganapathy, Debayan
Das, Utsav Banerjee, Haresh Dagale

• Amount: |1.82 Crores or equivalently 216796$

Efficient differential privacy via securemulti‑party computation Google
ARPiTA PATRA 2023– 2024
• Google Privacy Research Faculty Awards 2023.
• Amount: 75,000$ or equivalently |6416902

FinSec: Secure Analytics over Financial Data J P Morgan Chase
ARPiTA PATRA 2023– 2024
• This is part of the J. P. Morgan Chase Faculty Award 2022. This award is jointly won along with Gilad Asharov of Bar Ilan University.
• Amount: 110,000$ or equivalently |9411457

Efficient Multiparty Computation for Secure Data Collaboration SONY
ARPiTA PATRA 2023– 2024
• This is part of the SONY Faculty Innovation Award 2021.
• Amount: 86,000$ or equivalently |68,20,245

Secure Multi‑party Computation For Data Privacy in Smart Cities National Security Council
ARPiTA PATRA 2021– 2024
• This is a part under an umbrella project hosted by Indian Urban Data Exchange (IUDX) Program Unit, Indian Institute of Science.
• Amount: |198,00,000

Theory and Practice of Secure Computation IISc Alumni Endowment
ARPiTA PATRA 2021– 2024
• Amount: |4,00,000

Token‑aided Secure Multi‑party Computation (SP/IITK‑19‑0001) DST, India
ARPiTA PATRA 2021– 2026
• This is a part of bigger initiative of ’Technology InnovationHub (TIH)’ under the National Mission on ’Cyber Security and Cyber Security
for Physical Infrastructure’, set up at IIT Kanpur with IISc, IIT Kharagpur, IIIT Allahabad and AKTU Lucknow as initial national academic
partners, and University of California, San Diego, New York University, New York and Abu‑Dhabi Campus, Tel Aviv University and Ben
Gurion University in Israel as initial international academic partners. At IISc, I share this grant with Vinod Ganapathi. )

• Amount: |502,00,000
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Privacy‑preserving Machine Learning for Social Good [FA/GOGL‑20‑0001] Google
ARPiTA PATRA 28 July 2020– 27th July 2023
• Google India AI/ML Research Award 2020
• Amount: $ 20,000 or equivalently |1711174.
• $ 12,000 Cloud Platform (GCP) credits for the year 2021.
• $ 10,000 Cloud Platform (GCP) credits for the year 2022.

Cryptography with Minimal Communication [SA/DSTO‑19‑0218] SERB, India
ARPiTA PATRA 19th March 2020–18 March 2023
• SERB MATRICS (Mathematical Research Impact Centric Support) 2020
• Amount: | 6,60,000

Secure Multi‑party Computation: Feasibility and Efficiency [SP/DSTO‑16‑1706] SERB, India
ARPiTA PATRA 22nd March 2017 –21st March 2020
• Women Excellence Award 2017
• Amount: | 18,00,00
Efficient Secure Multi‑party Computation [SA/DSTO‑15‑1467] DST, India
ARPiTA PATRA 26th October 2015– 25th October 2020
• Inspire Faculty Award 2015
• Amount: | 35,00,00

Zero‑knowledge Protocols and Applications of MPC IBM IRL
ARPiTA PATRA 2019
• Open Short‑term Collaborative Programme (OSCP) 2019
• Student and PI can collaborate with IBM IRL researchers. Student can travel to present research work in a conference where the joint
work gets published.

Multi‑party Computation Engineering and Physical Sciences
Research Council (EPSRC), UK

PI: NiGEL P. SMART, CO‑PI: ARPiTA PATRA, ASHiSH CHOUDHURY July 2015– July 2017
• Amount: 70,471 GBP

Secure Multiparty Computation‑ startup grant IISc
ARPiTA PATRA July 2014– July 2016
• Startup Grant by IISc
• Amount: |25,00,000

Honors & Awards
2023 Prof. S. K. Chatterjee Award for Outstanding Woman Researcher or Industry Leader 2023.
2023 Google Privacy Research Faculty Awards 2023.
2022 J. P. Morgan Chase Faculty Award 2022.
2022 SONY Faculty Innovation Award 2021.

2021 Featured in ‘Women’s Day Special: Meet India’s leading AI researchers’ by INDIAai, a MEITY, NEGD &
NASSCOM Initiative, 2021.

2020 Fast‑track promotion to Associate Professor at IISc, 2020.
2020 Google India Research Award 2020.
2018 The National Academy of Sciences, India (NASI)‑Young Scientist Platinum Jubilee Award 2018.
2018 Google Travel grant for attending CRYPTO 2018.
2017 Council Member of Indian Association for Research in Computing Science (IARCS) (2017‑2021).
2017 TWAS (The World Academy of Sciences) Young Afiliateship (2017‑2021).
2017 The Indian National Academy of Engineering (INAE) Young Engineer Award 2017.
2017 The Indian National Academy of Engineering (INAE) Young Associateship (2017‑2028).
2017 The Science and Engineering Research Board (SERB) Women Excellence Award 2017.
2015 The Indian Academy of Sciences (IAS) Associateship (2015‑2018).
2015 Department of Science & Technology (DST) INSPIRE Faculty Fellowship (2015‑2020).
2008 Google India Women in Engineering Award 2008.
2008 Microsoft Research PHD Fellowship (2006‑2010).

Public or Media Coverage
In conversation with Arpita Patra IISc Celebrating Womanhood
WOMEN’S DAY INTERViEW 2022
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The Round Complexity of Perfect MPCwith Active Security and Optimal
Resiliency IISc Court/Annual Report

RESEARCH HiGHLiGHTS 2020‑2021

Beyond Honest Majority: The round complexity of Fair and Robust Multiparty
Computation & BLAZE: Blazing Fast Privacy‑Preserving Machine Learning IISc Court/Annual Report

RESEARCH HiGHLiGHTS 2019‑2020

Cryptography’s in big demand, but youmust knowmath Times of India
HEAR THE PROF 18th Nov 2020

Data Privacy in Collaborative Projects Kernel, IISc Press (IISc’s annual
magazine)

RESEARCH HiGHLiGHTS 2019

What is Cryptography andWhy dowe Need it? CONNECT, IISc Press (IISc’s
quarterly magazine)

RESEARCH AT IISC March 2019

Women in Science IISc Website
WOMEN SCiENTiSTS iN IISC– DR. ARPiTA PATRA 2019

Almost‑Surely Terminating Asynchronous Byzantine Agreement Revisited IISc Court/Annual Report
RESEARCH HiGHLiGHTS 2018‑2019

Consensus Protocols for Realistic Distributed Systems IISc Website
FEATURED RESEARCH June 2018

Academic Visits
The University of Sydney Sydney, Australia
HOSTED BY (PROF. SRi ARAViNDAKRiSHNAN THYAGARAJAN) 16th May 2025 ‑ 2nd June 2025

Purdue University West Lafayette, USA
HOSTED BY (PROF. ANiKET KATE) 24‑26 April 2025

University of Chile Santiago, Chile
HOSTED BY (PROF. ALEJANDRO HEViA) 3rd January 2025 ‑ 8th January 2025

Tokyo University of Agriculture and Technology, Japan Shonan Village Center, Japan
HOSTED BY (PROF. SHUNWATANABE) 1st‑3rd August 2024

Bar Ilan University Tel Aviv, Israel
HOSTED BY CYBER SECURiTY CENTER (PROF. BENNY PiNKAS AND PROF. CARMiT HAZAY) 1st June 2019 ‑ 22nd June 2019

Technion – Israel Institute of Technology Haifa, Israel
HOSTED BY PROF. YUVAL ISHAi 27 April 2019– 31st May 2019

Schloss Dagstuhl Dagstuhl, Germany
SEMiNAR ON ‘PRACTiCAL YET COMPOSABLY SECURE CRYPTOGRAPHiC PROTOCOLS’, ORGANiZED BY PROFS. JAN
CAMENiSCH, RALF KÜSTERS, ANNA LYSYANSKAYA, ALESSANDRA SCAFURO

20 January 2019– 25 January 2019
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Technische Universität Darmstadt Darmstadt, Germany
HOSTED BY PROF. THOMAS SCHNEiDER 17 January 2019– 19 January 2019

Cornel Tech. New York, USA
HOSTED BY PROF. MUTHURAMAKRiSHNAN VENKiTASUBRAMANiAM 24 August 2018– 1 September 2018

UC Berkeley Berkeley, USA
HOSTED BY PROF. SANJAM GARG 12 August 2018– 16 August 2018

Aarhus University Aarhus, Denmark
HOSTED BY PROF. IVAN DAMGÅRD May 2018–July 2018

Bristol University Bristol, UK
HOSTED BY PROF. NiGEL SMART May 2015–July 2015

Indian Statistical Institute (ISI) Kolkata Kolkata, India
HOSTED BY PROF. BiMAL ROY January 2014–May 2014

Bar‑Ilan University Tel‑Aviv, Israel
HOSTED BY PROF. YEHUDA LiNDELL January 2013–March 2013

Talks & Presentations
1. Perfectly‑secure Network Agnostic MPC with Optimal Resiliency
(a) 17th June 2025. TALK at PODC 2025, Huatulco, Mexico

2. The Communication Complexity Landscape of Perfect MPC
(a) 12th June 2025. INVITED TALK at TCG Crest Kolkata
(b) 20th May 2025. INVITED TALK at Department of Computer Science, University of Sydney, Australia
(c) 24th April 2025. INVITED TALK at Department of Computer Science, Purdue University, USA
(d) 1st‑3rd August 2024. INVITED TALK at IEEE East Asian School of Information Theory 2024, Shonan, Japan
(e) 4th December 2024. INVITED TALK at IITB Trust Lab Colloquium, Mumbai, India

3. Perfect Asynchronous MPC with Linear Communication Overhead
(a) 27th May 2024. TALK at Eurocrypt 2024, Zurich, Switzerland
(b) 4th June 2024. TALK at TPMPC 2024, Darmstdat, Germany

4. Vogue: Faster Computation of Private Heavy Hitters
(a) 1st April 2024. INVITED TALK at ISI Kolkata, India

5. From theory to practice: the Marvellous journey of Mighty MPC
(a) 4th January 2025. Invited Talk at Department of Computer Science, University of Chile
(b) 20th December 2024. Talk at IIT Delhi
(c) 17th September 2024. Talk at IIT Guwahati
(d) 27th June 2024. Keynote Talk atWomen in Data Science Bangalore at Intuit
(e) 2nd February 2024. CSA Faculty Colloquium, IISc, Bangalore, India.
(f) 15th December 2023. Keynote Talk at 13th International Conference on Security, Privacy, and Applied Cryptographic Engineering

(SPACE) 2023, IIT Roorkee
(g) 27th December 2023. INVITED TALK at ISI Kolkata, India

6. Co‑curricular activities— how do they help in research and holistic growth
(a) 7th July, 2023. INVITED TALK at ACM India Grad Cohort 2023, IISc Bangalore, India Organizedmy solo photography Exhibition

together with this talk, co‑sponsored by ACM

7. Quadratic Multiparty Randomized Encodings Beyond Honest Majority and Their Applications
(a) 11th June 2023. INVITED TALK at TCG Crest, Kolkata, India
(b) 9th June 2023. INVITED TALK at CSE, IIT Kharagpur, India
(c) 17th April 2023. Invited talk at Trust Lab, IIT Bombay, India.
(d) 9th September, 2022. INVITED TALK at Bangalore Crypto Day (BCD), India.

8. Miles to go before I Sleep...
(a) 20th July, 2022. INVITED TALK under ”Breaking Barriers: Inspiring Stories” in ACM‑W India Grad Cohort 2022.

9. Three‑Round Secure Multiparty Computation from Black‑Box Two‑Round Oblivious Transfer.
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(a) 17th August, 2021. CRYPTO 2021.
(b) 24th July 2023. Invited talk at Trust Lab colloquium series , IIT Bombay, India.

10. MPCmeets ML: Privacy‑Preserving Machine Learning.
(a) 5th August, 2021. Monash Cybersecurity Seminar.
(b) 15th December, 2022. INVITED TALK at Interdisciplinary Workshop on ML for Cryptology ML4Crypto 2022 at ISI Kolkata.

11. The Resiliency of MPC with Low Interaction: The Benefit of Making Errors.
(a) 19th November, 2020. TCC 2020.

12. Secure Multi‑party Computation.
(a) 21st March 2025. Invited talk IIT Gandhinagar.
(b) 18th December 2024. Invited talk University of Kathmandu, Kathmandu, Nepal.
(c) 2nd September 2023. Invited talk at a symposium on ‘Advances in Engineering Sciences’ held at NITK Surathkal, in collaboration

with the Indian Academy of Sciences, Bangalore.
(d) 8th April 2022. Invited talk at the thematic cluster ”Core Research” at RIISE , a yearly event at IIIT Delhi, India
(e) 25th November 2020. Colloquium talk at the Computer Science Department, Ashoka University, Sonipat, Haryana, India
(f) 19th October 2020. Indian Dutch Cyber Security School (IDCSS) 2020
(g) 6th May 2020. Invited talk at Samgacchadhwam Series, Conducted by Center of Excellence in Cyber Security, An initiative by

Government of Karnataka.
(h) 2nd December, 2019. Invited Talk at CSE, IIT Ropar, India.
(i) 23rd December 2019. Invited talk at Department of Mathematics, NISER Bhubaneswar.
( j) 7th September 2018. Invited Talk at National Workshop on Cryptology 2018, CR Rao Advanced Institute of Mathematics, Statistics

and Computer science, Hyderabad, India.

13. Fast Actively‑Secure 5‑Party Computation with Security Beyond Abort.
(a) 13th November, 2019. ACM CCS 2019 at London, UK.

14. The Round Complexity Landscape of Secure Computation.
(a) 6th September, 2019. Talk at IIT Kharagpur.
(b) 20th June2019. Invited talk at ‘TheoryandPractice of SecureMulti‑party Computation (TPMPC) 2019’ at Bar‑IlanUniversity, Israel.
(c) (upcoming) 19th January 2020. Talk at ‘Secure Multi‑party Computation: Theory and Practice 2020 at Indian Institute of Science,

India.

15. How to Choose a Research Topic. 6‑7th July 2019. Invited talk at ACM India Grad Cohort 2019 at IIT Delhi, India.
16. Fast Secure Computation for Small Population over the Internet.

(a) 10th January 2019. Invited talk at ”Fairness and Privacy” joint workshop by IISc‑UPen‑MSR Workshop, Bangalore
(b) 17th January, 2019. Invited talk at CROSSING Research Seminar at Technische Universitat Darmstadt, Germany.

17. Cryptography and Machine Learning: Past, Present and Future.
(a) 26th June 2019. Invited talk at ACM India summer school on Algorithmic and Theoretical aspects of Machine learning, IIIT Banga‑

lore.
(b) 12th October 2018. Invited talk at Faculty Colloquium, CSA IISc.
(c) 27th October 2018. Invited talk at International Society of Automation, Bangalore, India.
(d) 26th November 2018. Invited talk at LNM Institute of Information Technology, Jaipur, respectively.

18. Privacy‑Free Garbled Circuits for Formulas: Size Zero and Information‑Theoretic. 6th July 2018. Talk at Crypto Summer Day, 2018,
Aarhus, Denmark.

19. On the Exact Round Complexity of Three‑party Computation. 29th May 2018. Contributed talk at Theory and Practice of Multi‑party
Computation (TPMPC), 2018, Aarhus, Denmark.

20. Multi‑party Computation. 16th March 2018. Invited Speech at IEEE CONECCT 2018, Bangalore, India.
21. Impossibility Results for Information‑theoretic Multi‑party Computation. 8th January 2018. Invited Speech at IISC‑IACR School on

Cryptology 2018, Bangalore, India.
22. Information‑theoretic Multi‑party Computation with Honest Majority. 7th January 2018. Invited Speech at IISC‑IACR School on Cryp‑

tology 2018, Bangalore, India.
23. OT Extensions. May and June 2017. ISEA Workshop on Cryptography, IISc, India.
24. Garbled Circuit and Yao Two Party Computation. May and June 2017. ISEA Workshop on Cryptography, IISc, India.
25. Computing on Private Data aka Multi‑Party Computation. May and June 2017. ISEA Workshop on Cryptography, IISc, India.
26. Fast Actively Secure OT Extension for Short Secrets. March and April 2017. Invited Talk at MPC School and Workshop, IIT Bombay,

India and Theory and Practice of Multi‑Party Computation Workshop, Bristol, UK.
27. Garbled Circuit and Yao’s Two‑party Computation. March 2017. Invited Talk at MPC School and Workshop, IIT Bombay, India.
28. Oblivious Transfer and Extensions. March 2017. MPC School and Workshop, IIT Bombay, India.
29. A Tribute to Diffie and Hellman: The Winners of Turing Award 2015. March 2016. Dept. of Computer Science & Automation, IISc, India.
30. Introduction to Cryptography. February 2015. Workshop on Introduction to Cryptography, IISc, India.
31. Perfect Security. February 2015. Workshop on Introduction to Cryptography, IISc, India.
32. PRF and CPA‑Security of SKE. February 2015. Workshop on Introduction to Cryptography, IISc, India.
33. Introduction to Secure Computation. February 2015. Workshop on Topics in Cryptography, IISc, India.
34. Secret Sharing and Information‑Theoretic Secure Computation. February 2015. Workshop on Topics in Cryptography, IISc, India.
35. Multiparty Computation. November 2015. Annual Meeting of Indian Academy of Sciences, IISER Pune, India.
36. Linear Overhead Multiparty Computation with Honest Majority.

(a) September 2015. National Workshop on Cryptology 2015, KIT, Bhubaneswar, India.
(b) August 2015. IIIT Delhi, India.
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37. Verifiable Secret Sharing. December 2014. Recent Advances in Cryptography Workshop, IIT Delhi, India.
38. Between a Rock and a Hard Place: Interpolating Between MPC and FHE. December 2013. ASIACRYPT 2013, Bengaluru, India.
39. A simple and Efficient Framework for Secure Multiparty Computation.

(a) 1st November 2013. IISc Bangalore, Bengaluru, India.
(b) October 2014. Indo‑Russian Workshop on Discrete Mathematics, Algebra, Number Theory and their Applications, Moscow State Uni‑

versity, Russia.

40. Asynchronous Multiparty Computation with Linear Communication Complexity. October 2013. DISC 2013, Jerusalem, Israel.
41. Anonymous Authentication with Shared Secrets. January 2013. Bar‑Ilan University, Ramat Gan, Israel.
42. December 2012. Anonymous Authentication with Shared Secrets. ISI Kolkata, Kolkata, India.
43. Computational Verifiable Secret Sharing Revisited. ASIACRYPT 2011, Seoul, South Korea.
44. Error‑free Multi‑valued Broadcast and Byzantine Agreement with Optimal Communication Complexity.

(a) August 2011. ISI Kolkata, Kolkata, India.
(b) December 2011. OPODIS 2011, Toulouse, France.

45. CommunicationOptimalMulti‑valuedAsynchronousByzantine AgreementwithOptimal Resilience. May 2011. ICITS 2011, Amsterdam,
The Netherlands.

46. Verifiable Secret Sharing. May 2010. National Level Instructional Workshop on Cryptology 2010, Imphal, Manipur, India.
47. On Communication Complexity of Secure Message Transmission in Directed Networks. January 2010. ICDCN 2010, Kolkata, India.
48. Round Efficient Unconditionally Secure MPC and Multiparty Set Intersection with Optimal Resilience. December 2009. INDOCRYPT

2009, New Delhi, India.
49. Efficient Statistical Asynchronous Verifiable Secret Sharing with Optimal Resilience. December 2009. ICITS 2009, Japan.
50. Secure Distributed Computation and Communication. September 2009. Grace Hopper Celebration of Women in Computing (GHC)

2009, Tucson, Arizona, USA.
51. Information Checking Protocols. September 2009. Grace Hopper Celebration of Women in Computing (GHC) 2009, Tucson, Arizona,

USA.
52. Reliable and Secure Message Transmission. September 2009. Grace Hopper Celebration of Women in Computing (GHC) 2009, Tucson,

Arizona, USA.
53. The Round Complexity of Verifiable Secret Sharing Revisited. August 2009. CRYPTO 2009, Santa Barbara, USA.
54. Simple and Efficient Asynchronous Byzantine Agreement with Optimal Resilience. August 2009. PODC 2009, Calgary, Canada.
55. Information Theoretically Secure Multi Party Set Intersection Re‑Visited. August 2009. SAC 2009, Calgary, Canada.
56. Secret Sharing Protocols. June 2009. CRSI‑IMSc Joint Workshop on Teaching Cryptology 2009, ISI, India.
57. Round Efficient Unconditionally Secure Multiparty Computation Protocol. December 2008. INDOCRYPT 2008, IITKgp, India.
58. OnTradeoffBetweenNetworkConnectivity, PhaseComplexity andCommunicationComplexity of ReliableCommunicationTolerating

Mixed Adversary.
(a) August 2008. China Theory Week (CTW) 2008, Tsinghua University, Beijing, China.
(b) August 2008. PODC 2008, Toronto, Canada.

59. Perfectly Reliable and Secure Communication Tolerating Static andMobileMixed Adversary. August 2008. ICITS 2008, Calgary, Canada.
60. Probabilistic Perfectly Reliable and Secure Message Transmission ‑ Possibility, Feasibility and Optimality. December 2007. INDOCRYPT

2007, Chennai, India.
61. Perfectly Secure Message Transmission in Directed Networks Tolerating Threshold and Non Threshold Adversary. December 2007.

CANS 2007, Singapore.
62. Constant Phase Bit Optimal Protocols for Perfectly Reliable Message Transmission. December 2006. INDOCRYPT 2006, Kolkata, India.

Professional Activities
EDiTOR
Co‑editor of the special issue on Cryptography under Journal of the Indian Institute of Science), to be published by Springer Nature in
2026. Jointly with Chaya Ganesh.

EDiTORiAL BOARD MEMBER
– Sadhana (Computer and Data Sciences), Springer (2018‑2021).

PROGRAMME COMMiTTEE (PC) CHAiR
– ASIACRYPT 2027.

– CT‑RSA (The Cryptographers’ Track at RSA Conference) 2025.

– ARCS 2024 (18th Academic Research and Careers for Students Symposium), ACM India, along with Dr. Karthik Ramachandra, MSR.

– CANS 2022 (21st International Conference on Cryptology and Network Security) along with Prof. Alastair R. Beresford, University, UK.

– ICDCN 2020 (21st International Conference on Distributed Computing and Networking) along with Prof. Keren Censor‑Hillel, Technion,
Israel.

– INDOCRYPT 2017 (18th International Conference on Cryptology in India) along with Prof. Nigel Smart, University of Bristol, UK.
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STEERiNG COMMiTTEE MEMBER
– Theory and Practice of Multi‑party Computation Workshops (2023– ): The TPMPC workshops aims to bring together practitioners and
theorists working in multi‑party computation. The TPMPC workshops continue a tradition of workshops started in Aarhus, Denmark in
2012. TPMPC is a yearly event.

REViEWER FOR PROPOSALS
– Algorand’s the Algorand Centres of Excellence (ACE) programme 2022.

– The Israel Science Foundation (ISF)’s Personal Research Grant 2020.

PROGRAMME COMMiTTEE (PC) MEMBER
2027 ASIACRYPT (Program Chair) ) (Declined– EUROCRYPT)
2026 ASIACRYPT ) (Declined– EUROCRYPT)
2025 CT‑RSA (Program Chair) (Declined– SODA, CRYPTO, EUROCRYPT, ASIACRYPT, PoPETs, LatinCrypt)

2024 ASIACRYPT as AREA‑Chair for MPC and Zero‑knowledge, EUROCRYPT, CT‑RSA (Declined– PODC,
TCC, PoPETs, PKC, ITC)

2023 ACM CCS, CRYPTO, EUROCRYPT (area chair for MPC and ZK ) (Declined– ASIACRYPT, Editorial board
of Information and Computation, SSS, ICDCS, CSCML)

2022 ACM CCS (Declined– Editorial board of Dependable and Secure Computing, NDSS, AAAI, ICDCS,
AFRICACRYPT, ICISS, ICDCN, TPMPC)

2021 ACM CCS, PODC, ITC’21, ARCS (Declined– ASIACRYPT, OPODIS, FSTTCS, CSCML, ACM CODASPY,
ICDCN, ASIACCS, ICISS, CFAIL)

2020 ASIACRYPT, INDOCRYPT, ICDCN, (Declined– ICDCS, DISC, CSCML, PKC)
2019 ASIACRYPT’19 (Declined– PKC, ICDCS, FSTTCS, INDOCRYPT)
2018 EUROCRYPT, ASIACRYPT, PKC, ICISS
2017 ASIACRYPT, PKC, ICITS, INDOCRYPT

2016‑12 INDOCRYPT’16,’15,’12

MAJOR ORGANiZATiON OF EVENTS
3‑6 March, 2025 Theory and Practice of Multi‑Party Computation Workshop IISc, India
19‑22 Jan, 2020 Workshop on Multi‑party Computation Theory & Practice IISc, India

30‑31 Jan 2020 Security Track in ACM‑MSR Annual Academic Research Summit BITS Pilani, Goa,
India

REViEWER
Journal of Cryptology 2020, CRYPTO’16, STOC 2016, CRYPTO’15, ISIT’15, PKC’15, ASIACRYPT’14, ACM CCS’13, ASIACRYPT’13, PKC’13,
CRYPTO’12, TCC’12, CRYPTO’11, Journal of Cryptology, TCC’11, INDOCRYPT’10, ASIACRYPT’10, PKC’10, ICITS’09, ICALP’09, ACISP’08, IC‑
ITS’08, ASIACRYPT’08.

OTHER CHAiRSHiPS
2019 Tutorial co‑Chair for ICDCN

THESiS REViEWER
2025 PhD Thesis of Anasuya Acharya, Bar Ilan University
2024 PhD Thesis of Hossein Yalame, TU Darmstdat
2023 PhD Thesis of Rajeevalochana M.R, IIT Bombay
2020 PhD Thesis of Varsha Bhat, IIT Ropar
2019 PhD Thesis of Sikhar Patranabis, IIT Kharagpur

SESSiON CHAiR
2013 Asiacrypt Bangalore
2020 Asiacrypt Virtual

SERViCE TO THE INSTiTUTE
1. Institute Committee Member of:
(a) Member and counsellor of Students Affairs Committee (SAC) of IISc.
(b) IISc Press committee: Amaresh Chakrabarti (Chair, CPDM), Justin David (CHEP), Mohit Kumar Jolly (BSSE), andKaushal Verma (OoC,

Ex‑Officio)
(c) K‑Tech Centre of Excellence for Cyber Security Karnataka (CySecK)’s Technical Committee. Along with Profs. Rajesh Sundaresan

(Chair), Vinod Ganapathy, Bhavana Kanukurthi, Joy Kuri, Himanshu Tyagi, Venkatesh Murthy (External Member from the Data Secu‑
rity Council of India)
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2. Comprehensive Committee Member of:
(a) 2020: Shesadri K. R., CDS, IISc
(b) 2019: Kripa Shanker, CSA, IISc
(c) 2017: Shuti Sekar, PhD, Maths and CSA, IISc
(d) 2015: S B Balaji, ECE, IISc

3. Faculty Coordinator for:
(a) Security Cluster at EECS Symposium 2022
(b) Part of CSA Building committee and SWC.
(c) Narendra Summer Internship 2019
(d) Perspectives Seminar 2018
(e) CSA Web Coordinator between August 2017 ‑ February 2019
(f) CSA Student Welfare Committee member starting from March 2018
(g) DIGITs Active Directory Creation 2017
(h) Divisional of Electrical Sciences (EECS) Student Symposium 2017 and 2018
(i) CSA Open Day 2016

4. Interview Committee Member:
(a) [2022] CSA M. Tech admission for ISRO, Defence (Army, Navy) and DRDO sponsored candidates.
(b) [2014‑2021] CSA research admission.
(c) [2014‑2015] UG admission via KVPY.

5. Institute Representative for GATE and KVPY: Served as IR for GATE 2017 to 2022 and KVPY 2017.
6. Public Talks:
(a) How to Choose a research topic? Orientation Programme for Batch of 2019, CSA IISc, India.
(b) Cryptography and Machine Learning: Past, Present and Future, Invited talk at Faculty Colloquium, CSA IISc, India.
(c) A Tribute to Diffie and Hellman: The Winners of Turing Award 2015. Dept. of Computer Science & Automation, IISc, India. March

2016.
(d) The Joy of Cryptography. CSA Summer School 2017, IISc and Swagatham 2016, CSA, IISc.
(e) Computing on Private Data. IISc‑IBM Day 2017, CSA, IISc.
(f) Young Faculty Speaker at EECS Symposium 2016.
(g) Speaker at CSA Orientation Program 2014, 2015, 2016 and 2019.

Courses
1. QIP short‑term course on “Foundations of Cryptography” offered from 30th August ‑ 3rd September, through Centre for Continuing

Education (QIP Programme ‑ Sponsored by AICTE), Indian Institute of Science.
2. CSA E0 305: Blockchain and Its Applications. Credit: 3:1. January‑April 2019.
3. CSA E0 221: Discrete Structures . Credit: 3:1. August‑December 2014.
4. CSA E0 235: Cryptography . Credit: 3:1. January‑April 2015, 2016, 2017, 2018, 2019, 2020 (both semesters), August‑December 2021,

2023, 2024.
5. CSA E0 312: Foundations of Secure Computation. Credit: 3:1. August‑December 2015, 2017, 2018, 2019; January‑April 2024.
In all the above courses that are offered, I have received ratings close to 5 on 5. The average student strengths of the foundational

courses on ‘Discrete Structures’ and ‘Cryptography’ are approximately 35. The course on cryptography is quite popular among the UG
students. The first offering of my advanced course on ‘Foundations of Secure Computation’ had 8 students and one of projects initiated
in the course led to a publication in a top cryptography venue (NDSS 2017).

Students and Post‑doctoral Supervision
POST‑DOCTORAL RESEARCHERS
1. Shravani Patil; Under private project (November 2024 – ):
(a) Research Area: Communication Complexity of MPC. Asynchronous Networks
(b) Publications: Two papers are under submission

2. ShyamMurthy; Under private project (August 2023 – March 2025 ):
(a) Research Area: Privacy‑preserving Technologies for Ride‑sharing, Health‑care, Email Service, Agriculture.
(b) Publications: Two papers are under submission

3. Varsha Bhat Kukkala; Institute of Eminence (IoE) fellow (August 2020– August 2021), Under private project (July 2021 – August 31 2023):
(a) Research Area: Privacy‑preserving Technologies for Allegation Escrows, ML, Darkpools etc.
(b) Publications: ACM CCS 2022, ASIACRYPT 2022, PoPETS 2023 (2 papers), WWW 2023, IEEE Transactions of Dependable and Secure Com‑

puting 2023, ACM CCS 2024.
(c) Awarded Student Best Presentation Award in the Security cluster at EECS Research Students’ Symposium ‑ 2023.
(d) Current Employment:Faculty at IIT Tirupati.
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PHD
1. Divya Ravi (August 2016 – July 2020):
(a) Thesis Title: The Round Complexity Landscape of Secure Multiparty Computation.
(b) Thesis based on: ASIACRYPT 2020, ASIACRYPT 2019, IEEE Transactions on Information Theory 2018, CRYPTO 2018, ACM CCS 2018.
(c) Publications: TCC’22, ASIACRYPT 2020, ASIACRYPT 2019, IEEE Transactions on Information Theory 2018, CRYPTO 2018, ACM CCS 2018,

SIROCCO 2018, DISC 2017 and ICITS 2017.
(d) Her thesis is recognized as one of the 3 best theses at CSA in the year of 2020 and received Commendation Certificate from CSA

department. Selected to attend Women in Theory workshop 2020. Received 2nd Prize at 10th IDRBT Doctoral Colloquium 2020.
Student Best Paper Award at EECS Research Students’ Symposium ‑ 2020.

(e) Employment after PhD: Post‑doctoral Researcher at Aarhus University, Denmark; Faculty at University of Amsterdam.

2. Ajith S (August 2017 – August 2021)
(a) Thesis Title: MPCLeague: Robust MPC Platform for Privacy‑Preserving Machine Learning.
(b) Thesis based on: NDSS’22, USENIX’21 (two papers), NDSS’20 (two papers), IEEE S&P (poster) 2021, ACM CCSW 2019
(c) Publications: PoPETS 2024, USENIX’21 (two papers), IEEE S&P (poster) 2021, NDSS’20 (two papers), PoPETs 2020, ACMCCSW2019, PPML

2019, more under submission.
(d) His thesis is recognized as one of the 3 best theses at CSA in the year of 2022 and received Commendation Certificate from CSA

department.
(e) One of the NDSS’20 publications is a student paper (along with two other students).
(f) Received Google PhD fellowship 2019. Selected to participate in Heidelberg Laureate Forum 2020.
(g) Employment after PhD: Post‑doctoral Researcher at Technical University of Darmstadt, Germany; Senior Researcher at Technology

Innovation Institute (TII), Abu Dhabi

3. Nishat Koti (August 2017 – July 2023): Secure Computation Suite for Privacy‑conscious Applications
(a) Now a researcher at Aztec labs, UK
(b) Received Alumni Best Thesis Award 2025
(c) Received Cisco PhD fellowship 2019.
(d) Publications: ACM CCS 2024, IEEE S&P 2024, WWW 2023, Journal of Cryptology 2023, PoPETS 2023 (2 papers), IEEE Transactions of

Dependable and Secure Computing 2023„ USENIX 2021, NDSS 2022, ACM CCS 2022, ASIACRYPT 2022 . Joint works under submission.
(e) Awarded Student Best Presentation Award in the Security cluster at EECS Research Students’ Symposium ‑ 2022.
(f) Employment after PhD: Post‑doctoral Researcher at Technical University of Darmstadt, Germany; researcher at Aztec labs, UK

4. Protik Paul (August 2018 – November 2024):
(a) Now a post‑doctoral researcher at TU Darmstadt
(b) Thesis Title: Ankora: Notions of Multi‑party Computation and Zero‑knowledge Beyond Conventional Models
(c) Publications: IEEE S&P 2024, ASIACRYPT 2022, PoPETS 2022. Joint works under submission.
(d) Employment after PhD: Post‑doctoral Researcher at Technical University of Darmstadt, Germany;

5. Shravani Patil (August 2019 – November 2024):
(a) Thesis Title: Advancing the Communication Complexity Landscape of Perfectly Secure Multiparty Computation
(b) Publications: TCC 2022, ASIACRYPT 2022, EUROCRYPT 2023, EUROCRYPT 2024. Joint works under submission.
(c) Awarded the Murthy Govindaraju Women in Computer Science Research Endowment Award 2024.

6. Bhavish Raj Gopal (August 2022 – ongoing): Privacy‑preserving Financial Applications.
(a) Received The Prime Minister’s Research Fellowship (PMRF) 2023.
(b) Received Kotak IISc AI‑ML Center (KIAC) PhD top‑up scholarship 2023.
(c) Received Google travel grant to attend ACM CCS, 2024
(d) Publications: POPETS 2025, ACM CCS 2024, PoPETS 2023 (2 papers), WWW 2023, IEEE Transactions of Dependable and Secure Comput‑

ing 2023, ACM CCS 2022. Joint works under submission.

7. Banashri Karmakar (January 2022 – ongoing): Privacy‑preserving Recommendation Systems
(a) Received The Prime Minister’s Research Fellowship (PMRF) 2023.
(b) Received TCS PhD Fellowship 2023.
(c) Publications: IEEE S&P 2024. Joint works under submission.

8. Moumita Dutta (August 2020 – ongoing): Co‑guiding with Chaya Ganesh. Consensus protocols.
9. Riddhiman Dutta Roy (August 2023 – ongoing): Communication Complexity of MPC.
10. Raghavendra Vernekar (August 2024 – ongoing): Doing necessary course works.
11. Pabitra Mandal (August 2024 – ongoing): Doing necessary course works.

M. TECH (RESEARCH)
1. Ajith S (August 2014 – August 2017):
(a) Thesis Title: Fast Actively Secure OT Extension for Short Secrets
(b) Thesis based on: NDSS 2017
(c) Completed PhD under my supervision between August 2017 to August 2021.

2. Pratik Sarkar (August 2015 – August 2018):
(a) Thesis Title: Adaptively Secure Primitives in the Random Oracle Model
(b) Thesis based on: PKC 2018 .
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(c) Publications: NDSS 2017, PKC 2018, SIROCCO 2018.
(d) Recipient of M. Tech funding from Robert Bosch Center for Cyber Physical Systems for the project titled ”Computing on private data

in high‑latency networks” .
(e) PhD at Boston University from September 2018.

3. Megha Byali (August 2016 – July 2019): Thesis based on: ACM CCS 2019.
(a) Thesis Title: Practically Efficient Secure Small Party Computation over the Internet
(b) Thesis based on: ACM CCS 2019.
(c) Publications: PoPETS 2020, ACM CCS 2019, ACM CCS 2018.
(d) Awarded Swamymedal for the best M.Tech. Research thesis in the Dept. of Computer Science & Automation, IISc in 2020.
(e) Current employment: Citrix

4. Swati Singla (August 2016 – July 2019):
(a) Thesis Title: Honest Majority and Beyond: Efficient Secure Computation over Small Population
(b) Thesis based on part of ACM CCS 2019
(c) Publications: ASIACRYPT 2020, ACM CCS 2019.
(d) Current employment: Google

5. Harsh Choudhary (August 2017 – December 2019):
(a) Thesis Title: Privacy Preserving Machine Learning via Multi‑party Computation
(b) Thesis based on: PoPETs 2020.
(c) Publication during the programme: PoPETs 2020, ACM CCSW 2019, PPML 2019.
(d) Current employment: PhD at NorthEastern University

M. TECH
1. Masavir Khliq(January 2022 – July 2023 ): Thesis Title: Privacy Preserving Recommendation System using Matrix Factorization.
2. Ankit Kumar (January 2022 – July 2023 ): Thesis Title: Privacy Preserving Spatio‑Temporal Attention‑Based Neural Network for Credit

Card Fraud Detection.
3. Hemant Misra (January 2022 – July 2023 ): Thesis Title: Privacy‑preserving Graph Neural Network based Models
4. Somya Sangal (January 2021 – July 2022 ):
(a) Thesis Title: Privacy‑preserving Heavy‑Heaters.
(b) Received B. R Selvam Thesis Endowment Award 2022 for best M. Tech thesis.

5. Abhishek Tyagi (January 2021 – July 2022 ): Thesis is on Secure Allegation Escrow
6. Mahak Pancholi (January 2019 – July 2020 ):
(a) Thesis Title: A Robust PPML framework for Three Servers
(b) Received CISCO scholarship 2019.
(c) Publications: USENIX’21.

7. Arun Joseph (January 2017 ‑ July 2018):
(a) Thesis title: A Framework for Efficient Secure Three‑Party Computation
(b) Publications: ACM CCS’18.

8. Divya Ravi (January 2015 ‑ July 2016):
(a) Thesis title: On Verifiable Secret Sharing With Honest Majority
(b) Publications: ICITS’17, SIROCCO’18, DISC’17 (Brief Annoucement).
(c) Continued to do PhD under my supervision from August 2016.

9. Dheeraj Ram (January 2015 ‑ July 2016):
(a) Thesis title: On Scalable Secure Computation

10. Aakar Deora (January 2014 ‑ July 2014):
(a) Thesis title: On Verifiable Secret Sharing With Honest Majority

General Information
1. Mountaineering: Recently, I embarked on a unique journey— I am on amission called  “Expedition Aparajita”, as a part of which I plan

to climb the highestmountains and the highest volcanicmountains of seven continents, known as seven summits and seven volcanic
summits.  The genesis, goal and other details of “Expedition Aparajita” is meticulously drafted in this website. Women empowerment
is theprimarymotive, yet not theonly one. ExpeditionAparajita is dedicated to all girls onEarthwhoaredenied their life, right, respect,
dream and passion. Under “Expedition Aparajita”, I have already summited (a) Mt Kilimanjaro in Tanzania, which is the highest peak
in Africa and also the highest free‑standingmountain in the world, with an altitude of 5895m on 17th July 2024 (b) Mt Elbrus in Russia,
which is the highest peak in Europe on 31st August 2024. (c) Mt Wilhelm and Mt Giluwe in Papua New Guinea, the first is the highest in
PNG and also in Oceania for some interpretation of geopolitical boundary and the second one is the highest volcanic peak in Oceania
on 29th May and 25th May 2025 (d) Mount Kosciuszko, the highest peak of oceania (based on Bass List of Seven Summits ) on 17th
May 2025

2. Photography: I love photography and here is my photo‑steam. I have organizedmy solo photography exhibition at the department of
CSA, IISc as a part of ACM India Grad Cohort and co‑sponsored by ACMbetween 7th – 25th July 2023. My photography skills have been
acknowledged. This photograph was selected as the BIG PICTURE of the week by ‘The Telegraph, UK’. Between 7th‑25th July 2023,

JUNE 27, 2025 ARPiTA PATRA · RÉSUMÉ 16

https://sites.google.com/iisc.ac.in/expeditionaparajita/
http://www.flickr.com/photos/arpitapatra/
http://www.telegraph.co.uk/travel/picturegalleries/9836246/The-Big-Picture-photography-competition-round-240.html


This photograph had got honorable mention in the photo contest organized by ‘PhotoContests.com’ in the ‘Reflection’ category.
3. Painting: I absolutely enjoy painting which I started recently. Here is the Album of my paintings.
4. Sports: I am a passionate sports person and am keen in Running, Swimming, Badminton, Cycling. I have checkedmy ability upto half

marathons so far. I have come first in 5KM marathon (women category) at IISc annual sports event Spectrum 2023, IIIT Bangalore’s
annual sport event Spandan 2015 and have come 2nd in 10 KM in IISc’s annual sport event Spectrum 2018. I have won 3 gold medals
and one silvermedal in EECS IISc sportsmeet 2022. I have won 6medals in Spectrum 2023– IISc’s annual sportsmeet. I have got Gold
medals in singles, doubles and mixed doubles in IISc Independence Cup Badminton tournament 2023. I have got two gold, 1 silver
and 3 bronze medals in EECS IISc sports meet 2023.

5. Yoga: I am a Yoga Enthusiast. I can do 108 Surya Namaskara at a stretch and have received certificate of commendation for that on
International Yoga day.

6. Martial Arts: I am a Yellow Belt in Hapkido ‑ A Self Defence Based Korean Martial Arts.
7. Writing: As and when the fancy of writing strikes me, I put downmy thoughts in these spaces FaceBook, LinkedIn, Instagram, Blog.
8. Other Hobbies: Reading books in Bengali and English on varieties of topics.
9. Languages known: English, Hindi and Bengali (Mother Tongue).
10. I am an Indian citizen.
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